Important information to remember about Online Safety
· Have the conversation with the children early and often about how to go online safely 
·  Explore online together – (allow them to teach you how to browse!)
·  Know who your child is talking to online at all times 
·  Set rules and agree boundaries (for example when screen time and when they must turn off device)
·  Make sure that content is age-appropriate

· Use parental controls to filter, restrict, monitor or report content ( Call O2 support 0808 800 5002) www.o2.co.uk/digital-family 
·  Check they know how to use privacy setting and reporting tools

              For more information: www.thinkyouknow.co.uk/parents
· To help remove content online (contact Revengeporn Helpline 03456000459) who will help you to take down anything that has been posted on the web which you would like to remove. They are open Monday to Friday10am - 4pm
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Use Swiggle, which is safer, as the search engine to go on the internet instead of Google
· Have a look at lots of helpful information on NSPCC site (http://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/online-safety/ )
· Go on the CEOP website for more specific support information on how to support your child to go online safely. 

Tips to help children stay safe on social media

Location settings

It can be helpful to remind children that they shouldn't share location information:

· on their posts

· on public forums and chats

· on videos

· with people they don't know.

Consider reviewing the location settings on their favourite app or game and talk to them about what they’re sharing online.

Remember that if children share their location publicly, it could be seen by someone they don’t know. 

Safety and privacy settings

Exploring the safety and privacy settings on apps will help you decide which are right for your child to use.

Each app has slightly different ways to set up an account, but most have the option to:

· set an account to private

· not allow friend requests

· hide the user’s location.

Explain these settings to your child and the reasons for having them in place.

Age ratings and features
Many of the apps your child uses will have a minimum age of 13 years, but you should check the age rating of individual apps to make sure



